
ANPR camera integration to access control systems via Wiegand Interface Technical Note 1 / 4 

 

ANPR camera integration to access 
control systems via Wiegand Interface 
Technical Note 

P/N 000000 • REV B • ISS 07MAY21 

Introduction 
This document describes how the ANPR camera can be used on TruPortal, ATS Master and 
Advanced using the camera’s built-in Wiegand interface. When connecting the camera through 
Wiegand to an access control system it is not necessary to define the license plates as black or 
white listed in the license plate file because the camera always sends the badge ID, regardless 
if the defined license plate is white or black listed in the license plate file. The access control 
system will receive the card data and grant or deny access to the vehicle depending on the 
configuration for that “card”. 

Concept 

 

Example of a license plate file with badge ID information uploaded in the camera 
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Note: When adding a license plate to the license plate list, you also need to enter a badge ID 
in column “ID” in order to send that badge ID to the Wiegand output. When using 26-bit format 
in the camera make sure to always enter the Badge ID in 5-digit format in the license plate 
file. 

Example of Badge ID: 
Use: 00001, 00258, 01122  

Do not use: 1, 258, 1122 

Integration with TruPortal 
The camera Wiegand interface supports 26-bit and 34-bit. This can be configured through the 
camera configuration web pages. 

Wiegand 26-bit 
The 26-bit Wiegand format uses 16 bits for the card number and 8 bits for the facility code. 
Please note that the facility code cannot be configured in the camera and is therefore always 
zero. For TruPortal, the card format can be configured two ways.  

We recommend creating a custom 26 Bit Wiegand format without Facility code. 

Using custom card format: 
 

 

Facility code: N/A 
Total bit length: 26 
 
Data: 
Card number start bit: 9 
Card number bit length: 16 
Facility code start bit: N/A 
Facility code bit length: N/A 
Issue code start bit: N/A 
Issue code bit length: N/A 
 
Parity: 
Even parity start offset: 1 
Even parity length: 12 
Even parity check bit offset: 0 
Odd parity start offset: 13 
Odd parity length: 12 
Odd parity check bit offset: 25 

Important: When using 26-bit, the maximum number of decimal digits for the badge ID in the 
camera is 5 and the highest badge ID to be used is 65535 (216). 

 

Wiegand 34-bit 
The Wiegand 34-bit format has a different layout compared to the 26-bit format. Also here we 
recommend creating a custom card format. 
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Total bit length: 34 
 
Data: 
Card number start bit: 1 
Card number bit length: 32 
Facility code: N/A 
Issue code: 0 
 
Parity: 
Even parity start offset: 1 
Even parity length: 16 
Even parity check bit offset: 0 
Odd parity start offset: 17 
Odd parity length: 16 
Odd parity check bit offset: 33 

Important: When using 34-bit, the maximum number of decimal digits for the badge ID in the 
camera is 10 and the highest badge ID to be used is 2147483647 (232). 

 

Integration with ATS intrusion panels and ATS8600 
ATS panels convert the badge ID data into a specific ATS format. You can use the excel tool  
“ANPR_BadgeID_calculations_V1.0.xlsm” to calculate the ATS panel and ATS8600 card data 
starting from the badge ID that is loaded into the camera (column 1).  

 

Example: When badge ID 12345 is sent in 26-bit format by the camera, it will be received in the 
ATS panel as 26.0.0.3.28.24.0.  In ATS8600, it will be received as 52172800.  

Legal information 
 

Copyright © 2021 Carrier. All rights reserved. Specifications subject to change without prior 
notice.  
This document may not be copied in whole or in part or otherwise reproduced 
without prior written consent from Carrier, except where specifically permitted 
under US and international copyright law. 
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Trademarks and patents TruVision names and logos are a product brand of Aritech, a part of Carrier. 
Other trade names used in this document may be trademarks or registered 
trademarks of the manufacturers or vendors of the respective products. 

Certification 
        

Product warnings and 
disclaimers 

THESE PRODUCTS ARE INTENDED FOR SALE TO AND INSTALLATION BY 
QUALIFIED PROFESSIONALS. CARRIER FIRE & SECURITY CANNOT 
PROVIDE ANY ASSURANCE THAT ANY PERSON OR ENTITY BUYING ITS 
PRODUCTS, INCLUDING ANY “AUTHORIZED DEALER” OR “AUTHORIZED 
RESELLER”, IS PROPERLY TRAINED OR EXPERIENCED TO CORRECTLY 
INSTALL FIRE AND SECURITY RELATED PRODUCTS. 
For more information on warranty disclaimers and product safety information, 
please check www.firesecurityproducts.com/policy/product-warning/ or scan the 
following code: 

 

Contact information EMEA: https://firesecurityproducts.com 
Australian/New Zealand: https://firesecurityproducts.com.au/ 

Product documentation Please consult the following web link to retrieve the electronic version of the 
product documentation. The manuals are available in several languages. 
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